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Abstract of the contribution: Proposes Mobility restriction.
Discussion

From 23.799 TR there are agreements related to Mobility restrictions which includes that the restrictions are determined by the core network based on subscription data etc. and for which the mobility restriction area describes how the restrictions apply to allowed area, non-allowed area and forbidden area. In 23.401 Mobility restrictions are used for access restriction and forbidden areas. It is therefore proposed to combine these aspects in the architecture description.
Proposal

Add the following to the TS 23.501. 
***** First Change *****
5.2.1 
Registration Management

Editor’s note: Access independent aspects. This can also include mobility restriction aspects.
5.2.1.X
Mobility Restrictions
5.2.1.X.1
General

Mobility Restrictions comprises the functions for restrictions to mobility handling or service access of a UE in 5G access. The Mobility Restriction functionality is provided by the UE, the radio access network and the core network.

Mobility Restriction functionality in state CN IDLE is executed in UE based on information received from the core network. Mobility Restriction functionality in state CN CONNECTED is executed in the radio network and the core network.
Editor’s note: 
The state names of the UE need to be aligned when decided.
In state CN CONNECTED, the core network provides the radio network with a Handover Restriction List. The Handover Restriction List specifies access restrictions, forbidden areas and service access restrictions.

Mobility restrictions are determined by core network, based on UE subscription information, and optionally the allowed area is enhanced by PCF. Enhancement can e.g. be based on UE location, and network policies. Mobility restrictions can be changed due to, e.g. subscription, location, and/or policy change. Mobility restrictions may be updated during a mobility management procedure.
Mobility restrictions constitute of Access restriction, Forbidden area, Allowed area and Non-allowed area: 

-
Access restriction:
Defines for a UE the Radio Access Technology, RAT(s) that are not allowed. In a not allowed RAT the UE is not permitted to initiate any (neither CP nor UP) communication with the network.
-
Forbidden area:
In a Forbidden area, the UE is not permitted to initiate any (neither CP nor UP) communication with the network.
-
Allowed area:
In an Allowed area, the UE is permitted to initiate communication (using CP and UP) with the network as allowed by the subscription. 
-
Non-allowed area:
In a Non-allowed area (the inverse of the Allowed area) the UE is service access restricted (not using UP but with limited CP signalling) and therefore not allowed to initiate Service Request or SM signalling to obtain user services, but even in Non-allowed area, the UE will perform periodic registration update and regular registration update (due to mobility). The UE in a Non-allowed area is allowed to respond to core network paging. 
A UE changing between an Allowed area and a Non-allowed area shall perform a registration update to notify the network. If the UE has been provided with overlapping areas then the following applies for the UE logic:
-
The evaluation of Forbidden area has precedence over the evaluation of Allowed area and the Non-allowed area.
-
The evaluation of Non-allowed area has precedence over the evaluation of Allowed area

A UE accessing the network for regulatory prioritized services like Emergency services and MPS overrides any Non-allowed area and Forbidden area restrictions.
5.2.1.X.1
Assigning, controlling and enforcing Allowed area/Non-allowed area
UEs subscribed base level of the Allowed area is defined in the subscription database, UDM, giving the area of which the UE will be allowed to access services. The information includes the size of the Allowed area giving either the number of allowed cell(s) or the number of allowed TA(s). The maximum size of an Allowed area is a low number e.g. set to 16. A UE may alternatively be defined for an unlimited allowed area. Specific allowed cells or allowed TAs may also be defined by subscription. Allowed area or Non-allowed area is defined in UDM and may be subscriber dependent.

The PCF can (e.g. due to varying conditions such as UE's location, application in use, time and date) optionally increase the subscribed size of the Allowed area and optionally add specific and/or a number of allowed cell(s) or TA(s) by using the same granularity as used by UDM where the subscribed Allowed area/Non-allowed area information is transferred from UDM via AMF.  The PCF may add cell(s) or TA(s) to the Allowed area in an otherwise restricted RAT.
At UE initial registration in AMF, the Allowed area information is fetched from the UDM and optionally adjusted by the PCF. It is the responsibility of the serving AMF to enforce the Mobility restriction for the user as received from the UDM/PCF. The AMF provides the UE with any pre-configured allowed TA(s) or cell(s). For a UE in Connected mode AMF also informs the RAN about Allowed area/Non-allowed area as specified by the Handover Restriction List. 

When due to mobility a UE changes AMF, the Allowed area, may be transferred to the new serving AMF from the old AMF and optionally enhanced by the PCF in the serving network.
In addition to the data transferred between the AMFs, when entering a visited network the subscribed Allowed area is transferred from the UDM via the serving AMF to the serving PCF in the visited network and it is the serving PCF which can adjust the Allowed Area/Non-allowed area.
The PCF, and UDM may trigger an update of the Allowed area at any time but the new restriction is only provided to the UE when the CN anyway signals to the UE e.g. when connecting to the network. The UE shall not be paged solely due to change of Allowed area.
***** End of Change *****
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